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From: Fraud Report
To: s47E(d)
Subject: 20240314 1527 - [Fraud Report]H{s47E(d) -s47F
Date: Thursday, 14 March 2024 3:27:29 PM
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image(002.png
image003.png

EXTERNAL EMALIL: Do not click any links or open any attachments
unless you trust the sender and know the content is safe.

Dear S47E(d)

Thank you for your email.

We have passed on the below information to our investigations team to follow up.

Kind regards

Customer Care Team
1300 033 732 | W: csc.gov.au

From: S47E(d) @defence.gov.au>

Sent: Wednesday, March 13, 2024 12:54 PM

To: Fraud Report <Fraud.Report@csc.gov.au>

Subject: S47E(d) s47F NG GG

A External Email : Please be cautious of links and attachments

OFFICIAL: Sensitive
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Good afternoon

Our team received the below complaint from_
Our information indicates that SATF

Would you consider taking carriage of this matter?

Kind Regards

Senior Investigator
Investigations and Public Interest Disclosures Branch

Defence Integrity Division | Associate Secretary Group | Department of Defence
| CANBERRA BC ACT 2610
E: @defence.gov.au

IMPORTANT: This email remains the property of the Department of Defence.
Unauthorised communication and dealing with the information in the email may be a
serious criminal offence. If you have received this email in error, you are requested to
contact the sender and delete the email immediately.
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From: Eraud Report

To: Fraud Investigations

Subject: 20240911 1552 - [Fraud Report]-[Fraud Investigations] Case referral
Date: Wednesday, 11 September 2024 3:52:38 PM

Attachments: image001.jpg

EXTERNAL EMALIL: Do not click any links or open any attachments
unless you trust the sender and know the content is safe.

Thank you for your email.

The information you have supplied below has been passed onto to our Health and Claims
team. We appreciate you bringing this to our attention.

If you would like more information concerning this matter please contact us via return
email.

Yours sincerely,

S47E(d)

Commonwealth Superannuation Corporation

From: S47E(d) @defence.gov.au> On Behalf Of Fraud Investigations
Sent: Friday, September 6, 2024 11:44 AM

To: fraud.tipoff@dva.gov.au; Fraud Report <Fraud.Report@csc.gov.au>

Subject: Case referral m————

External Email : Please be cautious of links and attachments

Good morning
Please see the attached emails for your consideration.

| can confirm that S47F our area has no
further interest in this matter.

If you have any queries please reach out.

Kind regards
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S47E(d)

Senior Investigator
Investigations and Public Interest Disclosures Branch

Defence Integrity Division | Associate Secretary Group | Department of Defence
S47E(d) | CANBERRA BC ACT 2610
E:S47E(d) @defence.gov.au

IMPORTANT: This email remains the property of the Department of Defence. Unauthorised
communication and dealing with the information in the email may be a serious criminal offence.
If you have received this email in error, you are requested to contact the sender and delete the
email immediately.

SECURITY WARNING

This electronic communication (including any attached files) may contain confidential and/or legally privileged information and is
intended only for the use of the person to whom it is addressed. If you are not the intended recipient, you do not have permission to
read, use, disseminate, distribute, copy or retain any part of this communication or its attachments in any form. If this e-mail was
sent to you by mistake, please take the time to notify the sender so that they can identify the problem and avoid any more mistakes
in sending email to you. The unauthorised use of information contained in this communication or its attachments may result in legal
action against any person who uses it.

CSC: AFSL 238069 ABN 48 882 817 243 RSE L0001397
ADF Super : RSE R1077063

CSS: RSE R1004649

MSBS: RSE R1000306

PSS: RSE R1004595

PSSap: RSE R1004601






